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AbstractAbstractAbstractAbstract  A multicast communication requires a dynamic membership management function 

since the membership information changes as the receivers join or leave. Though some 

protocols include a ‘loosely-coupled’ mechanism, most conventional multicast transport 

protocols do not have a ‘strictly-coupled’ mechanism for group management. One of the main 

reasons may be that the conventional transport protocols like TCP or UDP are not suitable, yet. 

However, recently a new enhanced transport protocols are proposed and implemented in ITU-

T SG 17 and ISO/IEC JTC1 SC6. Therefore it is reasonable for us to assume that soon or later 

a new protocol such as Enhanced Communications Transport Protocol (ECTP) will be available 

in the market. In this paper, under this assumption, we designed and implemented the 

membership management function to support desirable management of multicast members. 

 

1. Introduction1. Introduction1. Introduction1. Introduction    

Even though multicast communications require a dynamic membership management 



function since the membership information changes, most conventional multicast 

transport protocols do not have a ‘strictly-coupled’ mechanism for group management.  

One of the main reasons may be that the conventional transport protocols like TCP or 

UDP are not suitable, yet. However, recently a new enhanced transport protocols are 

proposed and implemented in ITU-T SG 17 and ISO/IEC JTC1 SC6. Therefore it is 

reasonable for us to assume that soon or later a new protocol such as Enhanced 

Communications Transport Protocol (ECTP) will be available in the market, and then 

the ‘strictly-coupled’ mechanism for group management will be required.   

In this paper, under this assumption, we design and implement the membership 

management function in the group management protocol for the reliable multicast 

communication, and test the internetworking with the other multicast protocol and the 

group management protocol (GMP)[12]. GMP includes Session Management (SM) and 

Membership Management (MM). GMP provides a framework of the multicast session 

management(SM) mechanism and the membership management (MM), which have 

been designed and implemented to support desirable management of multicast 

sessions and members. This protocol can be the key basis of the multicast 

communication for the reliable multicast communication.  GMP will operate over the 

conventional transport protocol and/or ECTP [10] as shown in Figure 1.  
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    Figure 1. GMP Model 

 

PPPPaper outlineaper outlineaper outlineaper outline : After this introduction in section 1, we introduce the session 

management and the membership management in section 2 and section 3, respectively. 

While the session management refers to [12], the membership management will be 

described in detail in this paper. In Section 4, the test environment and the 

implementation for the membership management are described. Especially, a new 

multicast application for ECTP is applied to demonstrate its proper operation over 

ECTP.  Finally, in Section 5 future works are mentioned with summary. 

 

2. Session Management2. Session Management2. Session Management2. Session Management    



The session management function [11] should be activated before the membership 

management function is operating. In this section, we just summarize the session 

management function and the session information that is passed in the membership 

management, with which our MM operates.  

Figure 2 shows the GMP control information flow from the session creation to the 

termination among session creator, participants, and the GMP server. 
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Figure 2. GMP control information and data flow diagram among clients and server. 



 

2.1 Session Management Op2.1 Session Management Op2.1 Session Management Op2.1 Session Management Operationerationerationeration    

The session management is implemented to web-based.[11]. The client should 

register to the SM server beforehand to use this SM server and get ID and password 

for the connection to the SM server. Only the registered participant in the SM server 

can create the session, check the session list, and join the session. Figure 3 illustrates 

the registration procedure to use the SM server.  

 

Figure 3. Registration 

 

2.1.1 Session Creation2.1.1 Session Creation2.1.1 Session Creation2.1.1 Session Creation    

The session initialization is the stage that the session creator creates the session for 



the multicast communication. The session creator should determine the characteristics 

of session to create the session. The creator provides a detailed session description 

to a server and additionally determines a media type and an application, etc. according 

to the characteristics of session. Figure 4 shows all information about creating session.  
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Figure 4. Session Creation Procedure 

 

2.1.2 Session Advertisement2.1.2 Session Advertisement2.1.2 Session Advertisement2.1.2 Session Advertisement    

The SM typically advertises the information for the session over the web. All clients 

can show the information for opened session after login using own ID and password.  

 

2.1.3 Session Registration2.1.3 Session Registration2.1.3 Session Registration2.1.3 Session Registration    

All clients can see a session list from the web page. After a participant sees the list, 

the participant selects the session to want to participate, and sends the session join 



request to the server. The server who receives the session join request from the 

participant(client) adds the information of participant to the session information. In the 

case of the active session already, all members can see the active member list from 

the web page through updated active group member list periodically.  

 

3.  Membership Management3.  Membership Management3.  Membership Management3.  Membership Management    

The Membership Management (MM) manages and maintains information of all 

participants according to the status of the member. That is, all members are managed 

according to their status by the session server. 

 

3.1 Membership Management3.1 Membership Management3.1 Membership Management3.1 Membership Management    ArchitectureArchitectureArchitectureArchitecture    

The membership management (MM) module consists of the MM server and the MM client. The 

MM server is running with the SM server and waits the MM client's connection. The MM client 

starts action with the application when a participant joins the session. The Figure 5 shows the 

implementation module of the Membership Management. The MM server is consisted of a main 

module and a session module. When the client sends the request to the MM server to join the 

session, the main module delivers the session information file to client and passes the 

information to connect in a relevant session module to the client. If new session is begun, the 



main module calls session module and updates the session list.  
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Figure 5. The MM module 

The session module as module that operates original MM action sets the session state 

according to the information that comes over in the server(SM) and operates the 

membership administration action. Also, the MM server stores all information updated 

dynamically while session is processed to the database file. The MM client operates 

by the call of application, and the application operates in the client side at the same 

time that new participant to join the session. The MM client sends the session join 

message to the MM server and requests the session information file if the session is 

started. And operates original action after sets own state according to the received 

session information. 

 



3.2 Membership List 3.2 Membership List 3.2 Membership List 3.2 Membership List     

The membership management mechanism that implemented in this paper has two 

membership lists such as the registered group member list and the active group 

member list. The MM server maintains and manages these membership lists to 

manage client's membership. 

 

3.2.1 Registered group member list3.2.1 Registered group member list3.2.1 Registered group member list3.2.1 Registered group member list    

The registered group member list is made out with information that received from the 

session management(SM) server as the membership list about participants that want 

to join the session before the session starts. The MM server updates the registered 

group member list when the session is started or the MM server receives the request 

for the registration. 

 

3.2.2 Active group member list3.2.2 Active group member list3.2.2 Active group member list3.2.2 Active group member list    

The active group member list as the list about member that sends the Keepalive 

message to the MM server after the session is started is updated dynamically while 

the session is active. The client can see the active group member list from the web 

page in the client side.  



 

3.3 Membership Check3.3 Membership Check3.3 Membership Check3.3 Membership Check    

The clients report the Keepalive message to server periodically to check the 

membership with Figure 6. If the server doesn’t receive the Keepalive message from 

a client for a periodical time, the server removes the client from the active group 

member list and updates the membership according to this client's report. 
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Figure 6. Membership Check 

 

Figure 7 illustrates the membership check algorithm in the server side when the 

server received the Keepalive report from the client. If the MM server receives the 

Keepalive report from the client, the server examines whether the client is the 



member in the registered group member list. If the client is in the registered group 

member list, then the server examines the active group member list again. If the 

client is in the active group member list, updates the time-out value for the member, 

and if the client is not in the active group member list, initializes the time-out value 

for the member after adding to the active group member list and updates the list.  
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Figure 7. The algorithm of the membership check in the server 

 

4. Test environment and Implementation 4. Test environment and Implementation 4. Test environment and Implementation 4. Test environment and Implementation     

In this paper, we experimented using 4 PCs that have the operating system of the Red 

Hat 7.3.  Also, used the Mplayer used in ECTP distribution as the application 

program for the MM client's test. ECTP in each client who tests is operating basically. 



When new participant joins to the session, the MM starts, and if a sender (session 

creator) sends the data using "Mplayer server" over ECTP, "Mplayer" which is a 

application in the client starts in each clients' computer which participates. If receives 

all data through "Mplayer" in the client side, the client sends the secession leave 

message to server and the GMP server who receives the secession leave message 

removes the client from the active group member list and updates the active group 

member list. 

 

4.1 Example of the application for MM (Jo4.1 Example of the application for MM (Jo4.1 Example of the application for MM (Jo4.1 Example of the application for MM (Join the Session)in the Session)in the Session)in the Session)    

 

 
Figure 8. Mplayer on the client side 

 



In the Figure 8, the sender and receivers are joining the session and sender is sending 

the data to clients over ECTP. When the sender starts to send the data, the Mplayer 

window begins to appear, and receives the data with above Figure 8. Also, when the 

client joins the session, the client can see the active group member list. This active 

group member list is updated periodically. 

 

4.2 Example of the application for MM (Leave the Session)4.2 Example of the application for MM (Leave the Session)4.2 Example of the application for MM (Leave the Session)4.2 Example of the application for MM (Leave the Session)    

 

 

Figure 9. After the client leaves the session. 

 

If receiver been joining to the session with Figure 9 receives all data from the sender, 



the application window (Mplayer) is ended automatically. The receiver sends the 

session leave message to the MM server at the same time that application window is 

ended, and the MM server who receives this message removes the receiver from the 

active group member list. With Figure 9, we can confirm the active group member list 

that is updated from the active list group. 

   

5. Conclusions and Future Work 5. Conclusions and Future Work 5. Conclusions and Future Work 5. Conclusions and Future Work     

In this paper we design and implement the efficient membership management protocol 

for multicast communication. Conventional multicast transport protocols have not 

included dynamic mechanism for the group management according to the membership 

information. It is difficult to operate the function properly according as the number of 

participants to join the session becomes much and the membership information 

amount is increased. So, we made an efficient membership management by a 

separate membership management function and made the membership management 

server manage the membership.  

The membership management function that implements in this paper as a server/client 

model, the membership management server manages participants’membership by 

each session. Also, the client sends a keepalive message to server periodically, and 



the server examines the membership list according to client's keepalive message and 

updates the membership information. And if sender finishes sending data transmission, 

the MM client sends the session leave message to server and leave in the session 

automatically. We used the Mplayer that is included in ECTP distribution to test an 

efficient membership management for multicast communication.  

In future works, we will calculate the cycle that checks the membership exactly. As 

that this cycle is fixed in this paper, must look for a suitable cycle in multicast 

communications through many experiment. Also, we will implement the management 

program for server and can be used in actuality multicast communication. 
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