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Abstract

In recent years, most of data mining
applications are going to extract useful
information from comprehensive data stores to
support  business  decision-makings. The
processes of data collection, data analysis and
data explanation of data mining have inspired
various kinds of serious ethical issues. The
privacy violation is the most important one that
people concern. In 1999, according to the
principles of OECD’s “Guidelines on the
Protection of Privacy and Transborder Flows of
Personal Data’, Tavani proposed a scenario of
bank load to address that the application of data
mining should cause privacy violation. In this
paper, based on Moor's “Restricted Access
Theory of Privacy”, again we take the scenario
to inspect the informational privacy issue. By
reengineering the procedure of  bank

management, we propose a practical solution to



prevent privacy violation as applying the data
mining techniques.
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